Privacyverklaring Algemene Verordening
Persoonsgegevens (AVG) RUD Zeeland

Privacy RUD Zeeland

Als RUD Zeeland zetten wij ons elke dag in voor een schoon en veilig Zeeland. Het is nodig dat wij
daarbij persoonsgegevens gebruiken. We vinden uw privacy belangrijk, en gaan nauwkeurig en veilig
om met uw gegevens volgens de wettelijke regels. In deze verklaring vertellen wij u hoe en waarvoor
wij uw persoonsgegevens gebruiken.

» Persoonsgegevens zijn kort gezegd alle gegevens die over u gaan; het zijn gegevens
die direct of indirect iets vertellen over u als persoon. Denk aan uw naam, uw
telefoonnummer of uw e-mailadres. Maar ook het IP-adres van uw computer. Als
iemand met deze gegevens u kan herkennen, dan zijn het persoonsgegevens.

In sommige situaties verwerken wij als RUD Zeeland politiegegevens. Voor die situaties verwijzen wij
u naar de onderstaande privacyverklaring Wpg.

» Het gaat dan om situaties waarin persoonsgegevens worden verwerkt door een
buitengewoon opsporingsambtenaar (BOA) van RUD Zeeland. Deze ambtenaar
controleert of bedrijven en mensen zich aan de milieuregels houden en geen
overtredingen begaan.

» Wanneer er tijdens deze controles sprake is van een mogelijke overtreding, worden
politiegegevens verzameld op basis van duidelijke wettelijke grondslagen. Hierbij
worden zowel uw belangen als het algemeen belang gerespecteerd. Zo zorgen we
ervoor dat we snel en doeltreffend kunnen optreden om de openbare veiligheid, een
schoon milieu en een gezonde leefomgeving te waarborgen.

In deze verklaring vertellen wij u hoe en waarvoor wij uw gegevens gebruiken.

> Deze privacy verklaring legt stap voor stap uit welke persoonsgegevens wij
verzamelen en waarom. U leest er welke gegevens we nodig hebben voor het leveren
van onze diensten, hoe we dit doen op basis van een wettelijke grondslag en hoe wij
ervoor zorgen dat uw privacy beschermd blijft. Ook geven we aan met wie wij uw
gegevens eventueel delen en hoe lang deze bewaard worden. Op deze manier krijgt u
een helder beeld van hoe en waarvoor wij uw persoonlijke informatie gebruiken.

U kunt RUD Zeeland bereiken op:

. Adres: Buitenruststraat 6, 4337 EH Middelburg
o Telefoon: 085-0878331
. E-mail: info@rud-zeeland.nl

Daarnaast hebben wij een Functionaris Gegevensbescherming (FG).

Onze FG is bereikbaar via: fg@rud-zeeland.nl.



» De FG is uw aanspreekpunt als u vragen heeft over hoe uw persoonsgegevens
worden verwerkt, of als u een klacht wilt indienen over privacy. Hiermee zorgt RUD
Zeeland ervoor dat uw privacy rechten worden gerespecteerd en dat zij zich aan de
privacywetgeving (de AVG) houdt.

Persoonsgegevens die wij verwerken

Wij verwerken persoonsgegevens over u, doordat u gebruik maakt van onze diensten en/of omdat u
deze gegevens aan ons verstrekt, direct of via iemand anders.

Wij verwerken de volgende persoonsgegevens:
- voor- en achternaam;
- geslacht;
- adresgegevens;
- telefoonnummer;
- e-mailadres.

» Als het centrale milieuloket van Zeeland verzorgt RUD Zeeland de
vergunningverlening, toezicht en handhaving op het gebied van milieu. Wij
verwerken de gegevens die u ons geeft, of die ontstaan doordat u gebruikmaakt van
onze diensten zoals een vergunningaanvraag, of tijdens controles.

» Dat betekent dat wanneer u bijvoorbeeld een aanvraagformulier invult, of een
milieuklacht meldt, of contact met ons opneemt via het contactformulier op onze
website, wij uw gegevens ontvangen en opslaan.

» Dit betreft onder andere uw voor- en achternaam, geslacht, adresgegevens,
telefoonnummer en e-mailadres.
Wij doen dit zodat we u de gewenste service kunnen leveren, u kunnen informeren
en aan alle wettelijke verplichtingen voldoen.

Bijzondere persoonsgegevens

Wij verzamelen geen bijzondere persoonsgegevens, tenzij u deze zelf verstrekt.

> Bijzondere persoonsgegevens zijn gegevens die extra privé zijn. Ze gaan over
belangrijke zaken uit uw persoonlijke leven, zoals bijvoorbeeld informatie over
godsdienst, politieke voorkeur, seksuele geaardheid, gezondheid, strafrechtelijk
verleden en ras. Deze persoonsgegevens zijn gegevens die door de wet extra
bescherming krijgen vanwege een grote mogelijkheid op inbreuk op iemands privacy.
RUD Zeeland verwerkt geen bijzondere persoonsgegevens van u.



Waarom gebruiken we uw gegevens en op basis van welke grondslag?

Wij gebruiken uw persoonsgegevens om onze taken als RUD Zeeland uit te voeren. Dit doen we
alleen als we daar een geldige reden (grondslag) voor hebben, zoals het nakomen van wettelijke
verplichtingen of het uitvoeren van onze publieke taken.

>

Als RUD Zeeland verwerken wij persoonsgegevens om onze wettelijke taken en
verantwoordelijkheden uit te voeren, zoals:

Het beoordelen en verlenen van vergunningen.

Het houden van toezicht en handhaving op het gebied van milieu en
veiligheid.

Het afhandelen van meldingen, klachten of verzoeken.

Om afspraken na te komen die we met een leverancier hebben gemaakt in
een contract of overeenkomst.

Omdat het nodig is om ons werk goed uit te voeren

Wij doen dit op basis van de volgende grondslagen:

Wettelijke verplichting: Zoals het verwerken van gegevens om te voldoen aan
wet- en regelgeving op het gebied van milieu en veiligheid.

Uitvoering van een taak van algemeen belang: Dit betreft bijvoorbeeld het
beschermen van het milieu en de leefomgeving.

Toestemming: In sommige gevallen verwerken we uw gegevens alleen als u
hiervoor expliciet toestemming hebt gegeven.

Overeenkomst: Als u een overeenkomst of contract met ons sluit, verwerken
wij uw gegevens om die overeenkomst goed uit te voeren.

Gerechtvaardigd belang: In sommige situaties verwerken wij uw gegevens
omdat dit nodig is om onze diensten te verbeteren of onze taken effectief uit
te voeren. We maken altijd een zorgvuldige afweging tussen ons belang en
uw rechten.

Delen met derden

Wij verstrekken uw gegevens niet aan derden, tenzij dit nodig is om te voldoen aan een wettelijke
verplichting. Of om te voldoen aan een overeenkomst met u of het uitvoeren van een publieke taak.

>

Een derde is een organisatie of persoon die geen onderdeel is van onze RUD Zeeland
waarmee we uw gegevens delen. Dit kunnen overheidsinstanties zijn, maar soms ook
private partijen:

* Andere overheidsinstanties, zoals gemeenten of provincies, de politie, als
dat nodig is voor onze wettelijke taken.

*  Private partijen, dienstverleners die ons ondersteunen, zoals IT-
leveranciers voor beveiligde systemen.
Met organisaties die uw gegevens verwerken in onze opdracht maken wij
passende afspraken die worden vastgelegd in verwerkersovereenkomst.
Zo zorgen we voor eenzelfde niveau van beveiliging en vertrouwelijkheid
van uw persoonsgegevens.

We houden we ons aan de geldende wet- en regelgeving.



We verwerken geen persoonsgegevens buiten de EER (Europese Economische Ruimte).

Verwijderen van persoonsgegevens

We verwijderen persoonsgegevens zodra deze niet langer nodig zijn voor het uitvoeren van onze
taken.
> Wij bewaren uw gegevens niet langer dan nodig is. We houden ons daarbij aan de
wettelijke bewaartermijnen, zoals de Archiefwet. Indien die een langere
bewaartermijn vereist, zullen we deze termijn aanhouden. Of als dit wettelijk
verplicht is of voor historische, statistische of wetenschappelijke doeleinden. We
zorgen er altijd voor dat uw gegevens goed beveiligd zijn gedurende de
bewaartermijn.

Zodra we uw gegevens niet meer nodig hebben, verwijderen we deze op een veilige
manier.

Hoe gaan wij veilig om met uw persoonsgegevens?

Wij nemen passende technische en organisatorische maatregelen om misbruik, verlies, onbevoegde
toegang en andere ongewenste handelingen met persoonsgegevens tegen te gaan. Deze
maatregelen zijn afgestemd op de Baseline Informatiebeveiligingsbeleid Overheid (BIO) normen, en
opgenomen in ons Informatiebeveiligingsbeleid.

Dit betekent dat we voldoen aan strenge richtlijnen voor de bescherming van overheidsinformatie,
wat ook van toepassing is op uw persoonsgegevens.

Wat zijn uw privacy rechten?

U heeft rechten om controle te houden over uw persoonsgegevens, zoals het recht om uw
persoonsgegevens in te zien, aan te passen of te laten verwijderen.

» Omdat we uw persoonsgegevens verwerken, hebt u volgens de wet — onder
bepaalde voorwaarden — de volgende rechten:

1. Recht op inzage: het recht om de persoonsgegevens die we van u verwerken in te
zien;

2. Recht op rectificatie: het recht om onjuiste of onvolledige persoonsgegevens die wij
van u verwerken te laten aanpassen of aanvullen;

3. Recht op gegevenswissing (vergetelheid): het recht om in bepaalde gevallen uw
gegevens te laten verwijderen;

4. Recht op beperking van de verwerking: het recht om ons te vragen het gebruik van
uw persoonsgegevens te beperken, kort gezegd tijdelijk stop te zetten;

5. Recht op overdraagbaarheid (dataportabiliteit): het recht om uw persoonsgegevens
in een aantal gevallen over te dragen. Dit zal in een gestructureerd, gangbaar en
machinaal leesbaar formaat zijn, zodat u deze aan een andere organisatie kunt
doorgeven;

6. Recht op bezwaar: het recht om bezwaar te maken tegen de gegevensverwerking;

7. Recht met betrekking tot geautomatiseerde besluitvorming en profilering: het recht
om niet uitsluitend aan geautomatiseerde besluiten te worden onderworpen, tenzij
dit noodzakelijk is, wettelijk verplicht is, of met uw uitdrukkelijke toestemming



gebeurt. Wij maken als RUD Zeeland geen gebruik van geautomatiseerde
besluitvorming. Dit wil zeggen dat we geen besluiten nemen zonder menselijke
tussenkomst.

Let op: bovenstaande rechten kunt u niet altijd uitoefenen. Zo kunt u ons bijvoorbeeld niet
vragen persoonsgegevens te wissen die wij wettelijk vast moeten leggen.

Wilt u gebruik maken van uw rechten? Neem dan contact met ons op. We helpen u graag verder.

U kunt uw verzoek schriftelijk doen via Buitenruststraat 6, 4337 EH Middelburg, of digitaal doen via
fg@rud-zeeland.nl. Wij reageren dan binnen dertig dagen op uw verzoek.

Het is belangrijk dat u zich kunt legitimeren. En dat u kunt bewijzen dat de persoonsgegevens waar
het om gaat van u zijn. Het is niet mogelijk om gegevens van andere personen in te zien.

Heeft u een klacht over hoe wij omgaan met uw privacy?

Wij vinden het belangrijk dat uw persoonsgegevens zorgvuldig worden behandeld. Heeft u een klacht
over hoe wij met uw privacy omgaan? Laat het ons weten. Wij nemen iedere klacht serieus en
zoeken samen met u naar een passende oplossing.

Als u vindt dat wij niet goed omgaan met uw privacy, of als u denkt dat wij de wet overtreden, en u
komt er samen met ons niet uit? Dan kunt u een klacht indienen. U kunt dit op twee manieren doen:

1. Door contact op te nemen met onze Functionaris Gegevensbescherming (FG): FG@rud-
zeeland.nl
2. Door een klacht in te dienen bij de Autoriteit Persoonsgegevens via hun website

(www.autoriteitpersoonsgegevens.nl) of hun telefoonnummer 088 - 1805 250

Cookies

Zie voor verder toelichting van het gebruik van cookies ons cookiebeleid.


https://rud-zeeland.nl/cookieverklaring

Privacyverklaring Wet politiegegevens (Wpg) RUD
Zeeland

De RUD Zeeland verwerkt niet alleen persoonsgegevens op basis van de Algemene verordening
gegevensbescherming (AVG), maar ook persoonsgegevens bij de opsporingstaak. Het gaat hier om
een bijzonder soort persoonsgegevens, namelijk politiegegevens.

Voor politiegegevens is de Wpg (Wet politiegegevens) van toepassing. Voor andere persoonsgegevens
geldt de AVG.

» Wij hebben buitengewoon opsporingsambtenaren (boa’s) in dienst voor de
strafrechtelijke handhaving van de omgevingswet- en regelgeving, in het bijzonder op
het taakveld milieu en natuur.

Verwerkt een boa persoonsgegevens bij het uitvoeren van een strafrechtelijk onderzoek,
dan geldt de Wet Politiegegevens (verder Wpg) en noemen we de persoonsgegevens
politiegegevens.

De Wpg stelt eisen aan de verwerking van politiegegevens. Deze wet wijkt in bepaalde
gevallen af van de AVG.

Wij leggen u in deze privacyverklaring uit hoe wij omgaan met politiegegevens.

Waarvoor gebruiken we politiegegevens?

Wij verwerken politiegegevens om wettelijke plichten uit te voeren.

> Onze boa’s verrichten hun taken op basis van verschillende wettelijke kaders,

waaronder:

e Strafrechtelijke wetgeving: Wetboek van strafrecht, Wet op de economische
delicten, en andere straf- en nevenwetten die milieudelicten strafbaar stellen

e Procesrechtelijke wetgeving: Wetboek van strafvordering

e Gegevensbescherming wetgeving: Wet politiegegevens en het Besluit
politiegegevens

e Bevoegdhedenregeling: Besluit buitengewoon ambtenaar

e Omgevingsrechtelijke wetgeving: Omgevingswet, omgevingsverordeningen, en
(waarvan toepassing) gemeentelijke verordeningen zoals de APV

De Wpg geeft verschillende doelen waarvoor wij de politiegegevens mogen verwerken. Deze doelen
staan omschreven in de artikelen 8 en 9 Wpg.

> Artikel 8 Wpg ziet op de dagelijkse uitvoering van de politietaak, zoals toezicht en
handhaving.

> Artikel 9 Wpg ziet op de verwerking van politiegegevens in een concreet strafrechtelijk
onderzoek.

Wij verwerken alleen politiegegevens die noodzakelijk zijn, passen bij het doel en uw privacy zo min
mogelijk aantasten.

» Wij verwerken politiegegevens uitsluitend wanneer dit noodzakelijk is voor onze
wettelijke taken, in overeenstemming met het doel waarvoor zij worden verzameld, en
met zo min mogelijk inbreuk op uw persoonlijke levenssfeer.



Voor onze boa’s betekent dit dat politiegegevens worden verwerkt:

e  Bij de uitvoering van hun dagelijkse handhavingstaken, zoals toezicht houden, het
constateren van overtredingen, en het opmaken van processen-verbaal

e Bij het verrichten van een concreet strafrechtelijk onderzoek in een bepaald geval,
gericht op de opsporing van strafbare feiten, en de handhaving van de rechtsorde

e Bij de ondersteuning van andere bevoegde autoriteiten, zoals de politie en het
Openbaar Ministerie, wanneer dit noodzakelijk is voor de strafrechtelijke handhaving
van de rechtsorde

In alle gevallen geldt dat wij niet meer gegevens verwerken dan strikt noodzakelijk is, en dat
wij passende maatregelen nemen om uw privacy te beschermen.

Welke politiegegevens verwerkt RUD Zeeland?

Politiegegevens bij milieu zijn onder andere identificatiegegevens, contactgegevens, gegevens over
feiten en omstandigheden, verklaringen en/of getuigenissen, en beeldmateriaal.

» De politiegegevens die door een boa verwerkt worden zijn onder andere:

e Naam, adres, woonplaats

e Geboorteplaats en geboortedatum

e Geslacht

e Omschrijving strafbaar feit

e Burgerservicenummer (BSN)

e I|dentiteitsbewijs en het nummer van het identiteitsbewijs
e Kenteken

e Verklaring van overtreder (geverbaliseerde)
e Bedrijf/rechtspersoon

e Persoonsgegevens van getuigen

e Verdachten

e Verklaringen

e Beeldmateriaal

Doen wij aangifte bij de politie? Dan proberen wij zoveel mogelijk relevante gegevens te verzamelen.
Denk bijvoorbeeld aan contactinformatie, adres, geboorteplaats en geboortedatum, en gegevens
over het tijdstip, de locatie en aard van het strafbare feit.

> In sommige gevallen kunnen wij gebruik maken van camerabeelden bij het vaststellen
van het opsporen van verdachten van strafbare feiten en het uitvoeren van onderzoek
naar gepleegde strafbare feiten.

Wat zijn uw rechten?

Uw rechten wijken onder de Wpg af van die onder de AVG. U heeft het recht op inzage, op
rectificatie, en op vernietiging.

» U kunt digitaal of schriftelijk vragen om:

1. Politiegegevens die RUD Zeeland van u verwerkt in te zien (recht op inzage);
2. Politiegegevens te wijzigen als deze niet juist blijken te zijn (recht op rectificatie);



3. Politiegegevens te verwijderen wanneer RUD Zeeland deze niet volgens de wet verwerkt
(recht op vernietiging).

Uw verzoek om inzage, rectificatie of vernietiging kunnen we afwijzen:

e Wanneer uw verzoek gerechtelijke onderzoeken of procedures schaadt;

¢ Wanneer uw verzoek de opsporing, het onderzoek en de vervolging van strafbare feiten
of de uitvoering van straffen schaadt;

e Bij het beschermen van de openbare veiligheid;

e Bij het beschermen van de rechten en vrijheden van andere mensen;

e Bij het beschermen van de nationale veiligheid;

¢ Wanneer uw verzoek duidelijk niet terecht of buitengewoon is.

Inzage in uw gegevens is dus niet altijd mogelijk.

Wilt u gebruik maken van uw rechten? U kunt uw verzoek schriftelijk doen via Buitenruststraat 6,
4337 EH Middelburg, of digitaal doen via fg@rud-zeeland.nl. Wij reageren dan binnen 6 weken op uw
verzoek.

Het is belangrijk dat u zich kunt legitimeren. En dat u kunt bewijzen dat de politiegegevens waar het
om gaat van u zijn. Het is niet mogelijk om gegevens van andere personen in te zien.

Bewaartermijn

De Wpg regelt de bewaartermijnen voor politiegegevens. De Wpg maakt hierbij verschil tussen het
verwijderen en het vernietigen van gegevens.

Worden gegevens verwijderd? Dan worden deze alleen om hele goede redenen en onder strenge
voorwaarden ingezien.

Is het vernietigen van gegevens definitief? Dan zijn ze niet meer terug te halen.

> De politiegegevens die we verwerken voor de uitvoering van de dagelijkse politietaak
(artikel 8 Wpg) bewaren we tot maximaal vijf jaar na de datum van de eerste verwerking.
Na vijf jaar vernietigen we de gegevens.

» Mogelijk doen we onderzoek waarbij bijzondere opsporingsbevoegdheden worden
ingezet. Zodra de gegevens niet meer nodig zijn voor dit onderzoek, verwijderen we ze
meteen. Na vijf jaar worden deze gegevens ook vernietigd.

» Voor politiegegevens die worden verwerkt in een concreet strafrechtelijk onderzoek
(artikel 9 Wpg) gelden langere bewaartermijnen, afhankelijk van de ernst van het
strafbare feit. Deze kunnen oplopen tot 20 jaar.

Gegevens delen met derden

Alleen geautoriseerde medewerkers hebben toegang tot uw politiegegevens. Dit betekent dat zij
alleen die informatie mogen opzoeken die belangrijk is voor hun functie.

Alle acties van medewerkers binnen de systemen leggen we vast.

Wij verstrekken politiegegevens uitsluitend aan derden die daartoe wettelijk bevoegd zijn, of
wanneer dit noodzakelijk is voor de uitvoering van onze wettelijke taken. Ook alle ontvangers van
politiegegevens moeten zich aan strenge geheimhoudingsplichten houden.



» Bij het opmaken van een proces-verbaal voeren wij controle uit op de gegevens in de
Basisregistratie Personen (BRP) via de Rijksdienst voor Identiteitsgegevens (RvIG).

» Soms is het noodzakelijk dat wij gegevens delen met andere organisaties. Dit is
bijvoorbeeld het geval wanneer wij aangifte doen. Wij delen dan uw gegevens met de
politie.

> Voor de betaling van een boete geven wij uw gegevens door een het Centraal Justitieel
Incasso Bureau (CJIB).

Heeft u vragen over privacy?
Heeft u een vraag over hoe we met persoonsgegevens omgaan? Neem dan contact op met ons via
info@rud-zeeland.nl.

Niet tevreden over hoe wij met uw politiegegevens omgaan?

Wij vinden het belangrijk dat uw politiegegevens zorgvuldig worden behandeld. Heeft u een klacht
over hoe wij met uw privacy omgaan? Laat het ons weten. Wij nemen iedere klacht serieus en
zoeken samen met u naar een passende oplossing.

Als u vindt dat wij niet goed omgaan met uw privacy, of als u denkt dat wij de wet overtreden, en u
komt er samen met ons niet uit? Dan kunt u een klacht indienen. U kunt dit op twee manieren doen:

1. Door contact op te nemen met onze Functionaris Gegevensbescherming (FG): FG@rud-
zeeland.nl
2. Door een klacht in te dienen bij de Autoriteit Persoonsgegevens via hun website

(www.autoriteitpersoonsgegevens.nl) of hun telefoonnummer 088 - 1805 250

Cookies

Zie voor verder toelichting van het gebruik van cookies ons cookiebeleid.
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